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Annex A

Fact Sheet
THE TELECOM CYBERSECURITY STRATEGIC COMMITTEE

The telecom sector, providing connectivity and access to markets worldwide, is
essential to Singapore’s Digital Economy. New capabilities and technologies will be
required to safeguard this critical sector from new, advanced cyber-threats as they
continue to evolve.
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To support and secure next-generation applications.
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The Strategic Committee

The TCSC is a platform for international cybersecurity experts and representatives
from the government and Singapore’s telecom operators to identify cybersecurity
threats to the sector with fast evolving technologies, as well as the capabilities needed
to counter these threats, in the next five years.
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As part of the industry panel, IMDA will work with local telecom operators and industry
partners.



